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1.  Answer all Questions                                                                                                        1X12=12M 

 

a) Guided media can be transmitted through three mediums like twisted pairs, Coaxial cables,    

     Fiber optic cables. 

 

b) Piggybacking, in a wireless communications context, is the unauthorized access of a Wireless LAN.  

    Furthermore, a network that is vulnerable piggy backing for  network access is equally vulnerable  

     when   the purpose is data theft, dissemination of  Viruses, or some other illicit activity. 

 

 c) Drawbacks of stop and wait protocol: 

     i) only one frame is sent at a time  ii) Efficiency is very less 

 

d) Repeaters are used in transmission systems to regenerate analog or digital signals distorted by   

    transmission loss. 

 

e) Flow control is the process of managing the rate of data transmission between two nodes to prevent a  

   fast sender from overwhelming a slow receiver. 

 

f)  Carrier-sense multiple access with collision detection (CSMA/CD) is a media access control method  

     used most notably in early Ethernet technology for local area networking. 

 

g) A media access control address (MAC address) of a device is a unique identifier assigned  to a 

network  

    interface controller (NIC) for communications at the data link layer of a  network segment. MAC  

    addresses are used as a network address for most IEEE 802  network technologies, including Ethernet  

    and Wi-Fi. 

 

h) A network socket is one endpoint in a communication flow between two programs running over a  

   network. Sockets are created and used with a set of programming requests or  "function calls"   

   sometimes  called the sockets application programming interface (API). 

 

i)  The length of UDP checksum is 32 bits and it is optional. 

 

j) Routing is the process of selecting a path for traffic in a network, or between or across  multiple 

networks 

k) Time-to-live (TTL) is a value in an Internet Protocol (IP) packet that tells a network router whether or  

    not the packet has been in the network too long and should be discarded 



 

l)  URL is the abbreviation of Uniform Resource Locator and is defined as the global address of 

documents and other resources on the World Wide Web 

 

UNIT I 

2)a)  Explain different layers and their functionalities in TCP/IP model?                     6M 

A: The Internet Layer 

The internet layer defines an official packet format and protocol called IP (Internet Protocol). The job of 

the internet layer is to deliver IP packets where they are supposed to go. Packet routing is clearly the 

major issue here, as is avoiding congestion. For these reasons, it is reasonable to say that the TCP/IP 

internet layer is similar in functionality to the OSI network layer. Figure 2.a shows this correspondence.                                                                       

                                                   

                                                     The TCP/IP reference model.                                         - 

The Transport Layer 

The layer above the internet layer in the TCP/IP model is now usually called the transport layer. It is 

designed to allow peer entities on the source and destination hosts to carry on a conversation, just as in 

the OSI transport layer. Two end-to-end transport protocols have been defined here. The first one, TCP 

(Transmission Control Protocol), is a reliable connection-oriented protocol that allows a byte stream 

originating on one machine to be delivered without  error on any other machine in the internet. It 

fragments the incoming byte stream into discrete messages and passes each one on to the internet layer. 

At the destination, the receiving TCP process reassembles the received messages into the output stream. 

TCP also handles flow control to make sure a fast sender cannot swamp a slow receiver with more 

messages than it can handle. 

The second protocol in this layer, UDP (User Datagram Protocol), is an unreliable, connectionless 

protocol for applications that do not want TCP's sequencing or flow control and wish to provide their 

own. It is also widely used for one-shot, client-server-type request-reply queries and applications in 

which prompt delivery is more important than accurate delivery, such as transmitting speech or video.                                                                    

 

 

 

 



 The Application Layer 

 On top of the transport layer is the application layer. It contains all the higher-level protocols. The 

early ones included virtual terminal (TELNET), file transfer (FTP), and electronic mail (SMTP).The 

virtual terminal protocol allows a user on one machine to log onto a distant machine and work there. 

The file transfer protocol provides a way to move data efficiently from one machine to another. 

Electronic mail was originally just a kind of file transfer, but later a specialized protocol (SMTP) was 

developed for it. Many other protocols have been added to these over the years: the Domain Name 

System (DNS) for mapping host names onto their network addresses, NNTP, the protocol for moving 

USENET news articles around, and HTTP, the protocol for fetching pages on the World Wide Web, and 

many others.                               

The Host-to-Network Layer 

The TCP/IP reference model does not really say much about what happens here, except to point out that 

the host has to connect to the network using some protocol so it can send IP packets to it. This protocol 

is not defined and varies from host to host and network to network.     

  

2)b) Discuss in detail about LAN and WAN                 6M 

   LOCAL AREA NETWORK                                                                                                  3M                                                       

  A local area network (LAN) is a computer network that interconnects computers within a limited 

area such as a residence, school, laboratory, university campus or office building. By contrast, a wide 

area network (WAN) not only covers a larger geographic distance, but also generally involves leased 

telecommunication circuits. 

 The smallest LAN may only use two computers, while larger LANs can accommodate thousands of 

computers. A LAN typically relies mostly on wired connections for increased speed and security, but 

wireless connections can also be part of a LAN. High speed and relatively low cost are the defining 

characteristics of LANs.  

 LANs are typically used for single sites where people need to share resources among themselves but 

not with the rest of the outside world. Think of an office building where everybody should be able to 

access files on a central server or be able to print a document to one or more central printers. Those 

tasks should be easy for everybody working in the same office, but you would not want somebody just 

walking outside to be able to send a document to the printer from their cell phone! If a local area 

network, or LAN, is entirely wireless, it is referred to as a wireless local area network, or WLAN. 

 

 

 

 

 



Wide Area Network:         3M 

 A wide area network, or WAN, occupies a very large area, such as an entire country or the entire 

world. A WAN can contain multiple smaller networks, such as LANs or MANs. The Internet is the best-

known example of a public WAN. 

 A Wide Area Network (WAN) is a network that covers a broad area (i.e., any telecommunications 

network that links across metropolitan, regional, or national boundaries) using private or public network 

transports. Business and government entities utilize WANs to relay data among employees, clients, 

buyers, and suppliers from various geographical locations. In essence, this mode of telecommunication 

allows a business to effectively carry out its daily function regardless of location. The Internet can be 

considered a WAN as well and is used by businesses, governments, organizations, and individuals for 

almost any purpose imaginable. 

 WANs are used to connect LANs and other types of networks together so that users and computers in 

one location can communicate with users and computers in other locations. Many WANs are built for 

one particular organization and are private. Others, built by Internet service providers, provide 

connections from an organization’s LAN to the Internet. WANs are often built using leased lines. At 

each end of the leased line, a router connects the LAN on one side with a second router within the LAN 

on the other side. Leased lines can be very expensive. Instead of using leased lines, WANs can also be 

built using less costly circuit switching or packet switching methods. 

(OR) 

3)a) Explain about Guided Transmission Media                            6M 

 

 The purpose of the physical layer is to transport bits from one machine to another. Various 

physical media can be used for the actual transmission. Each one has its own niche in terms of 

bandwidth, delay, cost, and ease of installation and maintenance. Media are roughly grouped into guided 

media, such as copper wire and fiber optics, and unguided media, such as terrestrial wireless, satellite, 

and lasers through the air. 

Twisted Pair:-                                                                                                                                      2M 

 “The least expensive and most widely used guided transmission medium is twisted pair”.  

  A twisted pair consists of two insulated copper wires arranged in a regular spiral pattern. A wire 

pair acts as a single communication link. Typically, a number of these pairs are bundled together into a 

cable by wrapping them in a tough protective sheath. Over longer distances, cables may contain 

hundreds of pairs. The twisting tends to decrease the crosstalk interference between adjacent pairs in a 

cable. Neighbouring pairs in a bundle typically have somewhat different twist lengths to reduce the 

crosstalk interference. On long-distance links, the twist length typically varies from 5 to 15 cm. The 

wires in a pair have thicknesses of from 0.4 to 0.9 mm 

 

 



Coaxial Cable:-                                                                                                                                   2M 

Coaxial cable, like twisted pair, consists of two conductors, but is constructed differently to permit it to 

operate over a wider range of frequencies. It consists of a hollow outer cylindrical conductor that 

surrounds a single inner wire conductor . The inner conductor is held in place by either regularly spaced 

insulating rings or a solid dielectric material. The outer conductor is covered with a jacket or shield.A 

single coaxial cable has a diameter of from 1 to 2.5 cm. Coaxial cable can be used over longer distances 

and support more stations on a shared line than twisted pair. 

OPTICAL FIBER:-                                                2M 

 An optical fiber is a thin (2 to ), flexible medium capable of guiding an optical ray. Various 

glasses and plastics can be used to make optical fibers. The lowest losses have been obtained using 

fibers of ultrapure fused silica. Ultrapure fiber is 125 mdifficult to manufacture; higher-loss 

multicomponent glass fibers are more economical and still provide good performance. Plastic fiber is 

even less costly and can be used for short-haul links, for which moderately high losses are acceptable. 

 An optical fiber cable has a cylindrical shape and consists of three concentric sections: the core, 

the cladding, and the jacket. The core is the innermost section and consists of one or more very thin 

strands, or fibers, made of glass or plastic; the core has a diameter in the range of 8 to Each fiber is 

surrounded by its own cladding, a glass or plastic coating that has optical properties different from those 

of the core. The interface between the core and cladding acts as a reflector to confine light that would 

otherwise escape the core. The outermost layer, surrounding one or a bundle of cladded fibers, is the 

jacket. The jacket is composed of plastic and other material layered to protect against moisture, 

abrasion, crushing, and other environmental dangers. 

 

3)b) Write short note on wireless transmission                                    6M 

Wireless transmission is a form of unguided media. Wireless communication involves no physical link 

established between two or more devices, communicating wirelessly. Wireless signals are spread over in 

the air and are received and interpreted by appropriate antennas. When an antenna is attached to 

electrical circuit of a computer or wireless device, it converts the digital data into wireless signals and 

spread all over within its frequency range. The receptor on the other end receives these signals and 

converts them back to digital data. 

Radio Transmission                3M 
 Radio frequency is easier to generate and because of its large wavelength it can penetrate through 

walls and structures alike.Radio waves can have wavelength from 1 mm – 100,000 km and have 

frequency ranging from 3 Hz (Extremely Low Frequency) to 300 GHz (Extremely High Frequency). 

Radio frequencies are sub-divided into six bands.   

 



Radio waves at lower frequencies can travel through walls whereas higher RF can travel in straight line 

and bounce back.The power of low frequency waves decreases sharply as they cover long distance. 

High frequency radio waves have more power.  Lower frequencies such as VLF, LF, MF bands can 

travel on the ground up to 1000 kilometers, over the earth’s surface. 

Microwave Transmission                                       3M

 Electromagnetic waves above 100 MHz tend to travel in a straight line and signals over them can be 

sent by beaming those waves towards one particular station. Because Microwaves travels in straight 

lines, both sender and receiver must be aligned to be strictly in line-of-sight. Microwaves can have 

wavelength ranging from 1 mm – 1 meter and frequency ranging from 300 MHz to 300 GHz.

 Microwave antennas concentrate the waves making a beam of it. As shown in picture above, multiple 

antennas can be aligned to reach farther. Microwaves have higher frequencies and do not penetrate wall 

like obstacles. Microwave transmission depends highly upon the weather conditions and the frequency it 

is using. 

UNIT-II 

4)a)  Describe and discuss the datalink layer design issues?                                        6M 

The data link layer uses the services of the physical layer to send and receive bits over communication 

channels. It has a number of functions, including: 

    1. Providing a well-defined service interface to the network layer. 

     2. Dealing with transmission errors. 

    3. Regulating the flow of data so that slow receivers are not swamped by fast senders. 

To accomplish these goals, the data link layer takes the packets it gets from the network layer and 

encapsulates them into frames for transmission. Each frame contains a frame header, a payload field for 

holding the packet, and a frame trailer. 

Framing 

 Definitely, the first service provided by the data-link layer is framing. The data-link layer at each node 

needs to encapsulate the datagram (packet received from the network layer) in a frame before sending it 

to the next node. The node also needs to decapsulate the datagram from the frame received on the 

logical channel. Although we have shown only a header for a frame, we will see in future chapters that a 

frame may have both a header and a trailer. Different data-link layers have different formats for framing. 

A packet at the data-link layer is normally called a frame. 

 Flow Control 

Whenever we have a producer and a consumer, we need to think about flow control. If the producer 

produces items that cannot be consumed, accumulation of items occurs. The sending data-link layer at 

the end of a link is a producer of frames; the receiving data-link layer at the other end of a link is a 

consumer. 



 If the rate of produced frames is higher than the rate of consumed frames, frames at the receiving end 

need to be buffered while waiting to be consumed (processed). Definitely, we cannot have an unlimited 

buffer size at the receiving side. We have two choices. The first choice is to let the receiving data-link 

layer drop the frames if its buffer is full. The second choice is to let the receiving data-link layer send a 

feedback to the sending data-link layer to ask it to stop or slow down. Different data-link-layer protocols 

use different strategies for flow control. Since flow control also occurs at the transport layer. 

Error Control  

At the sending node, a frame in a data-link layer needs to be changed to bits, transformed to 

electromagnetic signals, and transmitted through the transmission media. At the receiving node, 

electromagnetic signals are received, transformed to bits, and put together to create a frame. Since 

electromagnetic signals are susceptible to error, a frame is susceptible to error. The error needs first to 

be detected. After detection, it needs to be either corrected at the receiver node or discarded and 

retransmitted by the sending node. Since error detection and correction is an issue in every layer (node-

to node or host-to-host). Congestion Control Although a link may be congested with frames, which may 

result in frame loss, most data-link-layer protocols do not directly use a congestion control to alleviate 

congestion, although some wide-area networks do. In general, congestion control is considered an issue 

in the network layer or the transport layer because of its end-to-end nature. 

 

4)b) It should be clear that T(x) is divisible (modulo 2) by G(x). In any division problem, if you 

diminish the dividend by the remainder, what is left over is divisible by the divisor. For example, in base 

10, if you divide 210,278 by 10,941, the remainder is 2399. If you then subtract 2399 from 210,278, 

what is left over (207,879) is divisible by 10,941. 

Now let us analyze the power of this method. What kinds of errors will be detected? 

Imagine that a transmission error occurs, so that instead of the bit string for T(x) arriving, T(x) + E(x) 

arrives. Each 1 bit in E(x) corresponds to a bit that has been inverted. If there are k 1 bits in E(x), k 

single-bit errors have occurred. A single burst error is characterized by an initial 1, a mixture of 0s and 

1s, and a final 1, with all other bits being 0. Upon receiving the checksummed frame, the receiver 

divides it by G(x); that is, it computes [T(x) + E(x)]/G(x). T(x)/G(x) is 0, so the result of the 

computation is simply E(x)/G(x). Those errors that happen to correspond to polynomials containing 

G(x) as a factor will slip by; all other errors will be caught. If there has been a single-bit error, E(x) = x i 

, where i determines which bit is in error. If G(x) contains two or more terms, it will never divide into 

E(x), so all single-bit errors will be detected. 

 

 

 

 



 

Although the calculation required to compute the CRC may seem complicated, it is easy to compute and 

verify CRCs in hardware with simple shift register circuits (Peterson and Brown, 1961). In practice, this 

hardware is nearly always used. Dozens of networking standards include various CRCs, including 

virtually all LANs (e.g., Ethernet, 802.11) and point-to-point links (e.g., packets overSONET). 

 

(OR) 

5)a) Explain how slotted ALOHA improves the performance of pure ALOHA?                          6M  

Pure ALOHA 

The basic idea of an ALOHA system is simple: let users transmit whenever they have data to be sent. 

There will be collisions, of course, and the colliding frames will be damaged. Senders need some way to 

find out if this is the case. In the ALOHA system, after each station has sent its frame to the central 

computer, this computer rebroadcasts the frame to all of the stations. A sending station can thus listen 

for the broadcast from the hub to see if its frame has gotten through. In other systems, such as wired 

LANs, the sender might be able to listen for collisions while transmitting. 

 

If the frame was destroyed, the sender just waits a random amount of time and sends it again. The 

waiting time must be random or the same frames will collide over and over, in lockstep. Systems in 

which multiple users share a common channel in a way that can lead to conflicts are known as 

contention systems. 

 



Slotted ALOHA 

Soon after ALOHA came onto the scene, Roberts (1972) published a method for doubling the capacity 

of an ALOHA system. His proposal was to divide time into discrete intervals called slots, each interval 

corresponding to one frame. This approach requires the users to agree on slot boundaries. One way to 

achieve synchronization would be to have one special station emit a pip at the start of each interval, like 

a clock. 

In Roberts’ method, which has come to be known as slotted ALOHA—in contrast to Abramson’s pure 

ALOHA—a station is not permitted to send whenever the user types a line. Instead, it is required to wait 

for the beginning of the next slot. Thus, the continuous time ALOHA is turned into a discrete time one. 

This halves the vulnerable period. The probability of no other traffic during the same slot as our test 

frame is then e −G, which leads to 

S = Ge−G 

slotted ALOHA peaks at G = 1, with a throughput of S = 1/e or about 0.368, twice that of pure ALOHA. 

If the system is operating at G = 1, the probability of an empty slot is 0.368 (from Eq. 4-2). The best we 

can hope for using slotted ALOHA is 37% of the slots empty, 37% successes, and 26% collisions. 

Operating at higher values of G reduces the number of empties but increases the number of collisions 

exponentially. To see how this rapid growth of collisions with G comes about, consider the transmission 

of a test 

frame. The probability that it will avoid a collision is e −G, which is the probability that all the other 

stations are silent in that slot. The probability of a collision is then just 1 − e −G. 

                   

 

5)b)  Explain about ETHERNET?        6M 

   Ethernet protocols refer to the family of local-area network (LAN)covered by the IEEE 802.3. In the 

Ethernet standard, there are twomodes of operation: half-duplex and full-duplex modes. Two kinds of 

Ethernet exist: classic Ethernet, which solves the multiple access problem using the techniques we have 

studied in this chapter; and switched Ethernet, in which devices called switches are used to connect 

different computers. It is important to note that, while they are both referred to as Ethernet, they are 

quite different. Classic Ethernet is the original form and ran at rates from 3 to 10 Mbps. 



 Switched Ethernet is what Ethernet has become and runs at 100, 1000, and 10,000 Mbps, in forms 

called fast Ethernet, gigabit Ethernet, and 10 gigabit Ethernet. In practice, only switched Ethernet is 

used nowadays. 

 10 Mbps - 10Base-T Ethernet (IEEE 802.3)  

 100 Mbps - Fast Ethernet (IEEE 802.3u)  

 1000 Mbps - Gigabit Ethernet (IEEE 802.3z)  

 10-Gigabit - 10 Gbps Ethernet (IEEE 802.3ae).  

UNIT-III 

6) With a suitable example explain Distance vector Routing algorithm. What is the serious   

    drawback of Distance vector Routing algorithm? Explain                                            12M 

 Computer networks generally use dynamic routing algorithms that are more complex than 

flooding, but more efficient because they find shortest paths for the current topology. Two dynamic 

algorithms in particular, distance vector routing and link state routing, are the most popular. In this 

section, we will look at the former algorithm. In the following section, we will study the latter 

algorithm. 

 A distance vector routing algorithm operates by having each router maintain a table (i.e., a vector) 

giving the best known distance to each destination and which link to use to get there. These tables 

are updated by exchanging information with the neighbors. Eventually, every router knows the best 

link to reach each destination. The distance vector routing algorithm is sometimes called by other 

names, most commonly the distributed Bellman-Ford routing algorithm, after the researchers who 

developed it (Bellman, 1957; and Ford and Fulkerson, 1962).  

It was the original ARPANET routing algorithm and was also used in the Internet under the name 

RIP. In distance vector routing, each router maintains a routing table indexed by, and containing one 

entry for each router in the network. This entry has two parts: the preferred outgoing line to use for 

that destination and an estimate of the distance to that destination. The distance might be measured 

as the number of hops or using another metric, as we discussed for computing shortest paths. The 

router is assumed to know     the ‗‗distance‘‘ to each of its neighbors. If the metric is hops, the 

distance is just one hop. If the metric is propagation delay, the router can measure it directly with 

special ECHO packets that the receiver just timestamps and sends back as fast as it can 

Any example related to distance vector routing                8M 

                                                                   (OR) 

7)a) Briefly explain congestion control in datagram subnets                                           6M 

 Too many packets present in (a part of) the network causes packet delay and loss that degrades 

performance. This situation is called congestion. The network and transport layers share the 

responsibility for handling congestion. Since congestion occurs within the network, it is the network 

layer that directly experiences it and must ultimately determine what to do with the excess packets. 

However, the most effective way to control congestion is to reduce the load that the transport layer is 

placing on the network. This requires the network and transport layers to work together. 



 

Unless the network is well designed, it may experience a congestion collapse, in which performance 

plummets as the offered load increases beyond the capacity. This can happen because packets can be 

sufficiently delayed inside the network that they are no longer useful when they leave the network. For 

example, in the early Internet, the time a packet spent waiting for a backlog of packets ahead of it to be 

sent over a slow 56-kbps link could reach the maximum time it was allowed to remain in the network. It 

then had to be thrown away. A different failure mode occurs when senders retransmit packets that are 

greatly delayed, thinking that they have been lost. In this case, copies of the same packet will be 

delivered by the network, again wasting its capacity 

7)b) Draw and explain IPV6 header format?                   6M    

         3M  

 The Differentiated services field (originally called Traffic class) is used to distinguish the class of 

service for packets with different real-time delivery requirements. It is used with the differentiated 

service architecture for quality of service in the same manner as the field of the same name in the IPv4 

packet.                                                                       UNIT-IV 

8)a) What kind of services transport layer provided to the upper layers? Explain TCP connection 

establishment procedure?                                                                               6M 

 The ultimate goal of the transport layer is to provide efficient, reliable, and cost-effective data 

transmission service to its users, normally processes in the application layer.  

 



To achieve this, the transport layer makes use of the services provided by the network layer. The 

software and/or hardware within the transport layer that does the work is called the transport entity. The 

transport entity can be located in the operating system kernel, in a library package bound into network 

applications, in a separate user process, or even on the network interface card.The first two options are 

most common on the Internet. 

                                

Just as there are two types of network service, connection-oriented and connectionless, there are also 

two types of transport service. The connection-oriented transport service is similar to the connection-

oriented network service in many ways. In both cases, connections have three phases: establishment, 

data transfer, and release. Addressing and flow control are also similar in both layers. Furthermore, the 

connectionless transport service is also very similar to the connectionless network service. However, 

note that it can be difficult to provide a connectionless transport service on top of a connection-oriented 

network service, since it is inefficient to set up a connection to send a single packet and then tear it 

down immediately afterwards. 

 

 



8)b) Draw and explain TCP segment header format?                                                   6M                  

            4M 

The Source port and Destination port fields identify the local end points of the connection. A TCP port 

plus its host’s IP address forms a 48-bit unique end point. The source and destination end points 

together identify the connection. This connection identifier is called a 5tuple because it consists of five 

pieces of information: the protocol (TCP), source IP and source port, and destination IP and destination 

port. 

The Sequence number and Acknowledgement number fields perform their usual functions. Note that the 

latter specifies the next in-order byte expected, not the last byte correctly received. It is a cumulative 

acknowledgement because it summarizes the received data with a single number. It does not go beyond 

lost data. Both are 32 bits because every byte of data is numbered in a TCP stream. 

The TCP header length tells how many 32-bit words are contained in the TCP header. This information 

is needed because the Options field is of variable length, so the header is, too. Technically, this field 

really indicates the start of the data within the segment, measured in 32-bit words, but that number is 

just the header length in words, so the effect is the same.  

URG is set to 1 if the Urgent pointer is in use. The Urgent pointer is used to indicate a byte offset from 

the current sequence number at which urgent data are to be found. This facility is in lieu of interrupt 

messages. As we mentioned above, this facility is a bare-bones way of allowing the sender to signal the 

receiver without getting TCP itself involved in the reason for the interrupt, but it is seldom used. 

The ACK bit is set to 1 to indicate that the Acknowledgement number is valid. This is the case for 

nearly all packets. If ACK is 0, the segment does not contain an acknowledgement, so the 

Acknowledgement number field is ignored. 

                                                                                           .(OR) 



9)a) Explain briefly about Electronic mail                                                                      6M 

Electronic mail, or more commonly email, has been around for over three decades. Faster and cheaper 

than paper mail, email has been a popular application since the early days of the Internet. Before 1990, it 

was mostly used in academia. 

                 

The user agent is a program that provides a graphical interface, or sometimes a text- and command-

based interface that lets users interact with the email system. It includes a means to compose messages 

and replies to messages, display incoming messages, and organize messages by filing, searching, and 

discarding them. The act of sending new messages into the mail system for delivery is called mail 

submission.The message transfer agents are typically system processes. They run in the background on 

mail server machines and are intended to be always available. Their job is to automatically move email 

through the system from the originator to the recipient with SMTP (Simple Mail Transfer Protocol). 

                        

9)b) Discuss about Domain name service                        6M 

It is primarily used for mapping host names and e-mail destinations to IP addresses but can also be used 

for other purposes. 

1.The DNS Name Space: 

Internet is divided into over 200 top-level domains, where each domain covers many hosts. Each 

domain is partitioned into sub domains, and these are further partitioned, and so on. 



 All these domains can be represented by a tree, as shown in Fig. The leaves of the tree represent 

domains that have no sub domains (but do contain machines). A leaf domain may contain a single host, 

or it may represent a company and contain thousands of hosts. 

                    

The top-level domains come in two flavors: generic and countries. The original generic domains were 

com (commercial), edu (educational institutions), gov (the U.S. Federal Government), int (certain 

international organizations), mil (the U.S. armed forces), net (network providers), and org (non profit 

organizations). Each domain is named by the path upward from it to the (unnamed) root. The 

components are separated by periods (pronounced ''dot''). Domain names can be either absolute or 

relative. An absolute domain name always ends with a period (e.g., eng.sun.com.), whereas a relative 

one does not. Component names can be up to 63 characters long, and full path names must not exceed 

255 characters.  

To create a new domain, permission is required of the domain in which it will be included. For example, 

if a VLSI group is started at Yale and wants to be known as vlsi.cs.yale.edu, it has to get permission 

from whoever manages cs.yale.edu. 

2 Resource Records 

Every domain, whether it is a single host or a top-level domain, can have a set of resource records 

associated with it. A resource record is a five-tuple. Although they are encoded in binary for efficiency, 

in most expositions, resource records are presented as ASCII text, one line per resource record. The 

format we will use is as follows: 

               Domain_name Time_to_live Class Type Value 

The Domain_name tells the domain to which this record applies. Normally, many records exist for each 

domain and each copy of the database holds information about multiple domains. This field is thus the 

primary search key used to satisfy queries. 

The Time_to_live field gives an indication of how stable the record is. Information that is highly stable 

is assigned a large value, such as 86400 (the number of seconds in 1 day). Information that is highly 



volatile is assigned a small value, such as 60 (1 minute). We will come back to this point later when we 

have discussed caching. 

The third field of every resource record is the Class. For Internet information, it is always IN. For non- 

Internet information, other codes can be used, but in practice, these are rarely seen. 
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